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Edelstahl
DATA PROTECTION INFORMATION: VIDEO SURVEILLANCE

for EMPLOYEES, VISITORS AND OTHER PERSONS IN THE SUPERVISED AREA

Outdoor cameras are used on the factory premises, and cameras are used in production. A corresponding list
is available from the DPO.

Purpose

We operate encrypted video surveillance for the purpose of self-protection, to protect the property of the
organisation and its employees and in the spirit of taking the proper responsibility for the protection of what
matters, for the purpose of preventing, containing and clarifying criminally relevant behaviour, to the extent
that this affects the area of responsibility of the data controller, with exclusive evaluation in defined cases.

Legal basis
Legitimate interest: protection of property, safety of employees in hazardous production areas

There is a right to lodge an objection to the processing of the data. However, it can be assumed that, in the
context of a balancing of interests following said objection, the data controller’s interest in the protection of
property (see purpose) outweighs the interest of the data subjects whose data is collected, in particular, due to
the use of encryption and the fact that the data is only analysed when necessary.

Storage duration

The data shall generally be stored for 5 days; in the event of an incident, for the duration of the procedure. The
storage period — which is usually 72 hours —is necessary to ensure that evidence is available in the event of
incidents on (extended) weekends and thus in the event that damage to or theft of property is discovered at a
later date.

Recipient categories

Competent authority or court (to preserve evidence in criminal law cases), security authorities (for security
police purposes), courts (to preserve evidence in civil law cases), employees, witnesses, victims (as part of the
enforcement of claims), insurance companies (exclusively for the settlement of insurance claims), lawyers,
courts, authorities and other bodies for the purpose of law enforcement.

The data shall not be passed on to recipients who pursue their own purposes with this data.
Data portability
There shall be no right to data portability.

A transfer to recipients in a third country (outside the EU) or to an international organisation is not intended.
There is no use made of automated decision-making (profiling).

There is neither a contractual nor legal requirement to provide the data, and there is no obligation to do so.

As a data subject, you have the right to the disclosure of information held about you, its rectification, erasure,
restriction and your objection thereto. In order to exercise your rights, please contact the Executive Board of
Breitenfeld Edelstahl AG.

Should you believe that the processing of your data violates data protection law, or that your data protection
rights have been violated in any other way, you are free to lodge a complaint with the competent data
protection authority.

Data controller: Executive Board DI Andreas Graf

Data Protection Officer: Mag. Werner Schottner (datenschutz@breitenfeld.at)
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